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UNITED STATES OF AMERICA

FEDERAL TRADE COMMISSION

COMMISSIONERS: William E. Kovacic, Chairman
Pamela Jones Harbour
Jon Leibowitz
J. Thomas Rosch

____________________________________
)

In the Matter of )
)

CVS CAREMARK CORPORATION, ) DOCKET NO. C-
a corporation. )
____________________________________)

COMPLAINT

The Federal Trade Commission (“Commission”), having reason to believe that CVS
Caremark Corporation (“respondent” or “CVS”) has violated the provisions of the Federal Trade
Commission Act, and it appearing to the Commission that provisio6a7200 0.0000 TD
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4. In conducting its business, respondent routinely obtains information from or about its
customers, including, but not limited to, name; telephone number; address; date of birth;
bank account number; payment card account number and expiration date; dr
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receipts, and employee records) in unsecured, publicly-accessible trash dumpsters on
numerous occasions.  For example, in July 2006 and continuing into 2007, television
stations and other media outlets reported finding personal information in unsecured
dumpsters used by CVS pharmacies in at least 15 cities throughout the United States. 
The personal information found in the dumpsters included information about both CVS’s
customers and its employees.  When discarded in publicly-accessible dumpsters, such
information can be obtained by individuals for purposes of identity theft or the theft of
prescription medicines.   

VIOLATIONS OF THE FTC ACT

9. Through the means described in Paragraph 6, respondent represented, expressly or by
implication, that it implemented reasonable and appropriate measures to protect personal
information against unauthorized access.  

10. In truth and in fact, respondent did not implement reasonable and appropriate measures
to protect personal information against unauthorized access.  Therefore, the
representation set fort


