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In addition, your comment expresses concern that the Commission’s complaint does not
contain adequate detail regarding the measures necessary for a comprehensive information
security program.  The proposed complaint, however, sets forth the basis for the alleged legal
violations and is not intended to prescribe the specific requirements of a reasonable information
security program.  The proposed order broadly imposes those requirements and is purposely
flexible; Twitter must establish administrative, technical, and physical safeguards appropriate to
its size and complexity, the nature and scope of its activities, and the sensitivity of the
information it handles.  Thus, the order requires Twitter to assess its security needs as its
practices change and respond accordingly, rather than specifying individual security measures
that may become quickly outdated. 

Finally, your comment raises a number of issues that are not related to the complaint and
order in this case, including concerns about the Commission’s coordination with other federal
agencies, the Commission’s own privacy practices, its relationship with TRUSTe, its use of
social media services, and the legal status of privacy policies in general.  Because these concerns
do not relate to the merits of the proposed complaint and order, we do not address them here.   

In light of these considerations, the Commission has determined that the public interest
would best be served by issuing the Decision and Order in final form without any modifications. 
The final Decision and Order and other relevant materials are available from the Commission’s
website at http://www.ftc.gov.  It helps the Commission’s analysis to hear from a variety of
sources in its work, and it thanks you again for your comment.

By direction of the Commission.

Donald S. Clark
Secretary
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