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There’s nothing wrong with an advertising agency singing a product’s praises – after all, 
that’s exactly what they are hired to do.  But the problem here was that the Deutsch employees 
sent tweets from their personal Twitter accounts, without making any disclosure that they were 
employed by the agency hired to promote the PS Vita console.  Consumers who saw the 
#GAMECHANGER 
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Commission’s authority over non-profits and common carriers, and granting the Commission the 
ability to seek civil penalties.   

In my view, there are ways it could be stronger – for example, broadening the definition 
of personal information to include geolocation and health information, and achieving the 
appropriate balance on when breach notification requirements are triggered.   

I want to emphasize that FTC data security enforcement is grounded in the concept of 
reasonable security – not perfect security.  I am pleased that the FTC plans to continue to engage 
through our start-with-security initiative in a dialogue around the country with small and large 
businesses about the best practices when it comes to security. 

I recognize that not everyone may share my view about the proper role of the FTC in 
protecting consumer privacy and data security.  But what I want to emphasize is that the FTC is 
committed to working with Congress, industry, and other stakeholders to continually examine 
privacy and security issues and develop pragmatic approaches that will best protect consumers.  
That’s not just lip service; the FTC does respond to concerns raised in the marketplace. 

I will conclude my remarks today by pointing out a recent FTC case that arose after 
concerns were raised about privateering activities by patent assertion entities.   

The FTC recently finalized a settlement with MPHJ, a patent assertion entity, and its law 
firm.  This case marks the first time the Commission has used its Section 5 deception authority 
against a patent assertion entity (“PAE”).  
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I also find informal engagement to be tremendously valuable.  We are better law 
enforcers and policymakers when we understand how your business models work, what is 
feasible for you, and at what cost.   

With that, I’m happy to take some questions. 

 

 

 

 


